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said the discovery of a major 
cybersecurity vulnerability would 
impact their decision on a merger or 
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In 2015, 
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was tied up in merger and 
acquisition deals due to 
cybersecurity issues.2
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growth prospects.4
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