
 

 

ADVANCED REPORTING SOLUTION FOR 

RSA AUTHENTICATION MANAGER 
Enables organizations to gain enhanced visibility 

into the RSA SecurID Environment  

OVERVIEW 
Real-time visibility into the lifecycle state and status of an organization's RSA 

SecurID® environment is an ever increasing challenge for RSA SecurID 

Administrators.  The organizational IT security landscape is constantly evolving 

and expanding due to the proliferation of unmanaged mobile devices, uncontrolled 

access points and web portals.  Administrators must have visibility into their RSA 

SecurID environment in order to ensure access to secure information is protected. 

No two organizations are the same and neither are their reporting needs. RSA 

SecurID Administrators must be able to track and monitor the security credentials 

of hundreds and in many cases thousands of tokens, agents, and users as they 

interact with sensitive data from a multitude of platforms, mobile devices, and 

web portals.   

ADVANCED REPORTING SOLUTION 
To meet these challenges and address the needs of RSA SecurID Administrators, 

RSA has developed a new robust reporting solution, leveraging the RSA Archer 

platform, which will enable administrators to quickly and easily gain visibility into 

the status and usage of authenticators, users, agents, and more.   

The Advanced Reporting Solution provides a highly configurable, reporting 

platform that enables SecurID administrators to create their own reports using a 

code-free graphical user interface (GUI).  Administrators can use the GUI to set 

criteria-based notifications - notifications will appear on the Administrator's 

dashboard when the set notification criterion has been met.  Organizations no 

longer have to enlist the services of software developers or leverage costly third 

parties to create reports and dashboards necessary to make informed business 

decisions in order to keep the organization safe from unauthorized access to 

highly sensitive data.  

 

DATA SHEET 

AT A GLANCE 

Integration of RSA Archer and 

RSA Authentication Manager, the 

server behind RSA SecurID 

 Robust reporting and monitoring 

tools leveraging the RSA Archer 

product to deliver RSA 

Authentication Manager data 

Highly Configurable Reports and 

Graphical Dashboards  

 Codeless creation and 

configuration of custom reports 

and graphical dashboards 

Automated Insight 

 Provides actionable intelligence 

required to monitor and maintain 

organizational token security 

 Automated Notifications 



REPORTING AND DASHBOARDS 

In addition to the standard reports with the RSA SecurID solution out of the box, 

the Advanced Reporting Solution offers 20+ new reports and dashboards, in 

addition to the ability to create customized reports and dashboards. Using the 

GUI, reporting and dashboard attributes, user access, and dashboard views can 

be configured by the Administrator.  

Step 1 – Define Attributes 

Step 2 – Configure Access 

Step 3 – Configure Views  
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CONTACT US 

To learn more about how EMC 

products, services, and solutions 

can help solve your business and 

IT challenges, contact your local 

representative or authorized 

reseller—or visit us at 

www.emc.com/rsa. 

TECHNICAL 

SPECIFICATIONS 

 RSA Archer 5.3.1 or higher 

 RSA Authentication Manager 8.1 

or higher 
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